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Company Back 
CompanyWho We AreCIS is an independent, nonprofit organization with a mission to create confidence in the connected world.

About Us
Leadership Principles
Leadership Team
Testimonials

Media
Events
Contact Us









Solutions Back 
Solutions[image: Icon]Secure Your OrganizationCIS Critical Security ControlsPrioritized & simplified best practices
CIS Controls CommunityHelp develop and maintain the Controls
CIS RAMInformation security risk assessment method
CIS CSATAssess & measure Controls implementation


[image: Icon]Secure Specific PlatformsCIS Benchmarks™100+ vendor-neutral configuration guides
CIS Benchmarks CommunityDevelop & update secure configuration guides
CIS-CAT®ProAssess system conformance to CIS Benchmarks
CIS Hardened Images®Virtual images hardened to CIS Benchmarks on cloud service provider marketplaces


[image: SecureSuite®]CIS SecureSuite®Start secure and stay secure with integrated cybersecurity tools and resources designed to help you implement CIS Benchmarks and CIS Controls
Learn MoreApply Now




[image: U.S. State, Local, Tribal & Territorial Governments]U.S. State, Local, Tribal & Territorial GovernmentsMemberships
MS-ISAC®Cybersecurity resource for SLTT Governments
EI-ISAC®Election-focused cyber defense suite
Elections
Election Security Tools And ResourcesSources to support the cybersecurity needs of the election community


Services for Members
Albert Network Monitoring®Cost-effective Intrusion Detection System
Managed Security ServicesSecurity monitoring of enterprises devices
CIS Endpoint Security ServicesDevice-level protection and response
CIS CyberMarket®Savings on training and software
Malicious Domain Blocking and Reporting PlusPrevent connection to harmful web domains

View All CIS Services


View All Products & Services






Insights Back 
InsightsInsightsExplore trending articles, expert perspectives, real-world applications, and more from the best minds in cybersecurity and IT.

Advisories
Blog
Case Studies
Spotlights

Newsletters
Podcasts
Webinars
Whitepapers

View All Insights








Join CIS Back 
Join CISGet InvolvedJoin us on our mission to secure online experiences for all. Become a CIS member, partner, or volunteer—and explore our career opportunities.

CIS SecureSuite® Membership
Multi-State ISAC (MS-ISAC®)
Elections Infrastructure ISAC (EI-ISAC®)
CIS CyberMarket® Vendors
CIS Communities
Careers

















HomeMS-ISAC

Multi-State Information Sharing and Analysis Center
The mission of the MS-ISAC is to improve the overall cybersecurity posture of U.S. State, Local, Tribal, and Territorial (SLTT) government organizations through coordination, collaboration, cooperation, and increased communication.
Join the MS-ISAC

 Alert Level guarded
On March 27, the Cyber Threat Alert Level was evaluated and is remaining at Blue (Guarded) due to vulnerabilities in Apple and Google products. 
About this threat
Learn what are the alert levels and how they can serve your organization Alert Levels 








MS-ISAC at a glance

As a trusted cybersecurity partner for 13,000+ U.S. State, Local, Tribal, and Territorial (SLTT) government organizations, we cultivate a collaborative environment for information sharing in support of our mission. We offer members incident response and remediation support through our team of security experts and develop tactical, strategic, and operational intelligence, and advisories that offer actionable information for improving cyber maturity.

Watch video to learn more

Benefits

	24x7x365 Security Operations Center (SOC) offering threat intelligence, detection, and response assistance
	Regular webinars examining critical and timely cybersecurity issues
	Access to the Nationwide Cybersecurity Review (NCSR) to review your cybersecurity maturity
	No-cost cybersecurity tools and resources, including a CIS SecureSuite Membership
	Cybersecurity Advisories and Notifications
	Access to Secure Portals for Communication and Document Sharing
	Cyber Alert Map
	Malicious Code Analysis Platform (MCAP)
	Weekly Top Malicious Domains/IP Report
	Monthly Members-only Webcasts




Explore ms-isac Services

Our Partners
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Watch Testimonial Video


Not a member yet?

Joining is easy, the MS-ISAC Membership is available at no cost and is open to all U.S. SLTT government organizations.

Join the MS-ISAC

See Membership FAQs

How To Report an Incident


CIS is home to the MS-ISAC

As an ISAC member, you'll get access to a community that will help you stay up to date on cyber threats facing your industry.

The MS-ISAC is federally funded by CISA and a division of the Center for Internet Security (CIS). The MS-ISAC is autonomously guided by its Executive Committee and member organizations.

Learn how U.S. State, Local, Tribal, and Territorial (SLTT) entities can report a cybersecurity incident.
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Election Related Resources

The Elections Infrastructure Information Sharing and Analysis Center (EI-ISAC) supports the rapidly changing cybersecurity needs of U.S. election offices.

Every U.S. election office that joins EI-ISAC automatically becomes a member of MS-ISAC.

Learn more about EI-ISAC


Election Security Tools and Resources
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Already a member?



View MS-ISAC Charter

Meet our MS-ISAC Executive Committee

visit MS-ISAC Services

Report a cybersecurity Incident

Cybersecurity threats updates and more

Get timely updates by CIS and  MS-ISAC cybersecurity experts on current online security threats and more.


Cybersecurity Threats Updates


See all important Updates


We value your questions and feedback

At CIS, we are committed to serving the greater IT security community.

Contact Us Today







Information Hub
MS-ISAC

Advisory03.29.2024
2024-033: A Vulnerability in XZ Utils Could Allow for Remote Code Execution
Read More

Advisory03.27.2024
2024-032: Multiple Vulnerabilities in Google Chrome Could Allow for Arbitrary Code Execution
Read More

Press Release03.06.2024
Making a Difference and Building Capacity in 2023
Read More

White Paper02.29.2024
CIS 2023 Year in Review
Read More




AboutLeadership
Board
Communities
Careers
Media
Testimonials
Events
US Cyber Challenge
Support
Contact



Products And ToolsCIS Critical Security Controls®
CIS Benchmarks™
CIS Hardened Images®
CIS SecureSuite®

CIS-CAT®Lite
CIS-CAT®Pro
CIS RAM
CIS CSAT
CIS WorkBench



For SLTT GovernmentsMS-ISAC®
EI-ISAC®
Election Resources

CIS Services®
Albert Network Monitoring
Managed Security Services
Endpoint Security Services
Malicious Domain Blocking and Reporting Plus

CIS CyberMarket®



ExploreBlog
Whitepapers
Newsletters
Webinars
Case Studies
Spotlights
Videos
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